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THE HUMAN ELEMENT:
THE UNDER-THEORIZED AND UNDERUTILIZED COMPONENT VITAL TO FOSTERING BLOCKCHAIN DEVELOPMENT

JOSHUA A.T. FAIRFIELD*

The following is a lightly edited transcription of Joshua Fairfield’s oral remarks at the 2018 Cleveland State Law Review Symposium.

Blockchain is about one-third math and two-thirds game theory. The math runs on silicon processors. The game theory runs on grey matter. Earlier in this symposium, the last panel essentially asked, “what's different about blockchain and its relationship to humans?” That will be our focus: What is the right relationship between technology and the community that builds it? And, why would we care?

Here are some comments that I have heard throughout the day: Susan Joseph said that “[o]nly part of this is a technological solution. It is about relationships as much as the technology supporting it.”2 Jeff Ward said that “the community can shape behavior through feedback on the chain.”3 Pat Berarducci: “This is the first year we’re going to see ledgers that help groups achieve whatever goal the group of people want to accomplish.”4 Daniel Reiss, who was designing hybrid human crypto communities building a safety net framework using human intervention, said that “building humans into the block chain, making formal what has always been the case, block chain technology is us.”5 Carlo Reyes: “The developer community is of course providing what we call off chain governance for Bitcoin and Ethereum.”6

Let’s just let's just call a spade a spade: people are providing direct actual governance. The humans, again, are part of the technology.7 You cannot separate them. Doing so would be disastrous.

When we say blockchain is about relationships, we are not just saying that these relationships—using peer-to-peer networks—are important to humans. It is not just about how blockchain technology is changing us, but also about how we get together
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and build this technology. This process is how we build it, and they themselves, are generated by a blockchain technology. Let me give you an example: Ethereum after the Dow darn near exploded. The cryptocurrency community stepped in to save its bacon by intervening. This community has real governance problems, but you cannot deny that this “fail-safe” is a critical part of the technology. In fact, the community saved Ethereum largely because humans ignore certain kinds of fatal computing vulnerabilities. Particularly, those that have to do with recursion.

To see the circularity, let’s just think about what we have been talking about today. Human groups build consensus ledgers to help them raise money and coordinate group efforts to build more consensus ledgers that help them raise more money and coordinate group efforts to build consensus ledgers. This is a recursive human-machine process. It is not purely about “hard technology.” We have been emphasizing hard technology all day, but the human component has shown through since the very first panel and was further showcased in the last panel. And so, that is what I am trying to underscore here—the human element in generating the blockchain community is an under-theorized component in the blockchain world.

This all began with the first sentence: Bitcoin. That is what got everybody’s attention. The second sentence: Blockchain. This technology should be considered as a rough record of truth, rather than a means of moving value. The third sentence seems to be, unanimously, the method of enabling different kinds of human relationships; peer-to-peer relationships and community relationships. If we are going to end up breaking into relationships, then we have to pay attention. There is this tendency to think that technology will emerge triumphant. That there is sort of a “tech-bro utopianism,” epitomized by Mark Zuckerberg, and that when we have a physical problem, what we need is a technological—not a human—solution.

The difficulty is that, breaking into the types of relationships, and forming the new kinds of relationships that we want to form, is not going to be a particularly easy task. The first relationship that this technology tried to break into was the relationship between banker and customer. Thus far it has, in my opinion, not successfully done so. There are serious banking applications of blockchain technology and they all leave the banker intact, behind the banker’s desk, because behind the banker’s desk is the
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12 See Nathaniel Popper, Tech Thinks It Has a Fix for the Problems It Created: Blockchain, N.Y. TIMES (Apr. 1, 2018), https://www.nytimes.com/2018/04/01/technology/blockchain-uses.html (“The first blockchain was created in 2009 as a new kind of database for the virtual currency Bitcoin, where all transactions could be stored without any banks or governments involved.”).
back-server room which contains a node that connects to the blockchain. This, in
turn, connects that bank with a number of other banks so they can settle your checks
in minutes, rather than in the typical three-day time frame. And, make no mistake,
this in itself is a serious advance in technology. Getting your money now, instead of
in three days, is wonderful; however, we did not disrupt the relationship for bankers
throughout this process. Pure technological innovation consistently fails to change
human relationships.

Let’s look at another example. In another panel, we talked about disintermediating
Uber. Uber is pretending that it has already disintermediated everything but let me
explain another side. I had a lovely ride here, through Uber, with a gentleman. I clicked
the button on an app, he came, we talked, then I was dropped off at my destination. It
was just him and I—but actually, no it was not. There was an intermediary that
skimmed off a good chunk of change. And, as far as I can tell, Uber has been
subsidizing themselves. They are subsidizing the ride to the grave. Uber is not really
making a lot of money right now.

But, the technology did not disintermediate the relationship with people in any
serious way. Uber did not empower consumers in the way that we have been talking
about wanting to empower people. I go to conference-after-conference in which
people talk about building relationships, building communities, building new
technology to change the world, to change how we interact largely with large
institutions with massive asymmetric power and control. And then, I walk out and I
see the investment. The “investment” is in back room deals for those institutions that
have asymmetric power and control, who in turn, do not change anything.

“Protect consumers”—we have all heard that one. Except how in the world can we
protect consumers? I had a vision at one point about an article called “Bitcoin Bots
and Smart Contracts.” I thought to myself, what if consumers could post smart
contracts saying, “I would like to buy a new tablet because, on my current one, the
letter ‘J’ doesn’t work.” Wouldn’t it be great if I could fund a smart contract, put it out
on some kind of exchange, attach my own terms and conditions to it, and then have a
buyer want to come to me? For non-lawyers, that difference in formal arrangement
will not make any sense. You may be thinking, “why does it matter whether I offer
the contract terms rather than Amazon offers the contract terms?” But, it turns out that,
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what is at stake, is my ability to go to court at all.\textsuperscript{19} Arbitration agreements have left American consumers completely out of courts.\textsuperscript{20}

Then—I said to myself—well, let's protect consumers by letting them offer the contract terms, because if I offer a contract, you better believe it is not going to contain an arbitration agreement. Then, if the other party responds, they accepted my terms and then all is well. However, I hear Dave saying that his first hurdle to get through a class-action agreement involving Bitcoin exchanges, is to get through their arbitration agreements.\textsuperscript{21} This just propagates things to the next level.

Presently, I have no reason to believe that a Bitcoin consumer, or any consumer for that matter, has better access to legal recourse for what has been done to them, than they currently have under an Amazon purchase contract.\textsuperscript{22} Unless we do something.

Lastly, we have this tendency to talk about protecting consumers by commodifying data.\textsuperscript{23} Today, I heard Pat Berarducci saying, “Consumer tokens! Consumer tokens are the answer. This is how we're going to change people's relationships with their suppliers. We're going to give the consumers the tokens. And that way they're going to get paid for what they do online.”\textsuperscript{24} The funny thing about commodifying an asset though, is that when you commodify an asset, you are packaging it for buying-and-selling on a basic exchange.\textsuperscript{25} You are not protecting it. You are not making it reside with the person.

For example, there was an experiment conducted that compared people who donated blood with people who sold blood.\textsuperscript{26} Do you want to know what happened to the blood supply when we started selling blood? It went down.\textsuperscript{27} Why? Because people no longer thought of it as something they were doing out of the goodness of themselves.\textsuperscript{28} Instead, they thought of it as a commodity.\textsuperscript{29} Blood was literally devalued by being made into a commodity. It was worth less the moment it became a commodity.
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As another example: An Israeli daycare ran another experiment in which they wanted parents to come pick their kids up on time. They imposed a fine if parents picked up their kids late. You know what the parents did in response? They thought, “Oh, I get to pay for extra babysitting time? Great, I’ll do that.” Whereas before, the teacher’s time after school was non-commoditized and the parents were worried; the issue was, I need to get there so I do not impose a cost on this other human who has to stay here and watch my kid because I’m late. However, as soon as this concept was commoditized, the teacher’s time was worth fifteen dollars an hour. To the parents, they knew exactly how much it was going to cost and what it was worth. My point here is that if we keep on going the way we have, then this system will not work.

Pure technological innovation will not provide the disruption in relationships that drives many people to be a part of this technology. There is a strong chance that, in five years, the primary applications of blockchain technology will consist of the permission-chains between banks, hospitals, and other legacy power holders. Not a single application of serious widespread-use would empower consumers.

This is going to get even crazier. This is something that another speaker mentioned last night—we will eventually begin to create an intermediary “whack-a-mole.” Essentially, he said let’s imagine that this works, that people have sixty-five different kinds of tokens for sixty-five different kinds of services. Do you think that anybody is going to use this stuff? How is the consumer going to use the technology?

I have clients who refuse to put end-user license agreements on their mobile apps because they lose thirty-three percent of their consumer base every fifteen seconds it takes a person to download the application. That is not the time it takes between install and using the app. In other words, if there is any interference at that point in the process, they lose their install base. Any friction causes consumers to abandon the technology.

You want to talk friction? There are thousands of different kinds of tokens and cryptocurrencies that one can use to run different kinds of services. We are going to need intermediaries to manage all of these tokens to run the stuff in the first place.

Fortunately for us, blockchain technology is not just hard-technology. My point being, pure technological innovation will not revolutionize human relationships. Sometimes, we forget there is a distinction between hard-technology and soft-technology, and blockchain technologies are right at the center of it. If you imagine money, it is just a consensual hallucination. It lets us exchange goods-and-services for bits of paper that nobody wants. Once the nuclear apocalypse comes and the orange rains start to fall, you are going to want that can of spam, not a twenty-dollar bill. It is
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a complete hallucination. A way of managing memory within a system of people. Now, we can do that with a ledger that memorizes each transaction and replaces the social technology of money.\textsuperscript{36}

In essence, social-technology and hard-technology are often equivalent and substitutes for each other. You take a standard packet switching network (the hard-technology) and compare it with the social-tech equivalent—the post-office. Or, consider most forms of information transmission. The current form of social-technology that we use to transmit information is called a conference.\textsuperscript{37} It is often a highly inefficient method of information transfer.\textsuperscript{38} This equivalence between hard-technology and social-technology means that we often miss the social innovations that are possible with blockchain technology. We also miss the extensions of game theory that we could use to make blockchain technology help us be better groups, to help us have better relationships. All of this means that we cannot neglect the social-technological aspects of blockchain in our attempt to create peer-to-peer relationships.

I want to speak to the lawyers in the room because lawyers have a big part to play in this process. There is a whole field focusing on social-technology and its role in helping humans form groups, and make patterns within those groups, that lean toward human thriving. Some of those fields—game theorists, economists, behavioral economists, psychologists, historians, linguists, cultural anthropologists—often do not have representatives at these conferences. We presently do not have them as part of our development, but we should. I worked for several years with the Office of Director of National Intelligence running experiments in virtual worlds trying to figure out how these communities worked and whether or not bad guys were doing bad things in those communities. Those teams were required, as a matter of federal funding law, to contain experts from cultural anthropology, from law, from a number of other sciences, from people who had completely different ways of looking at the problem.\textsuperscript{39} Some were computer scientists, some were lawyers. Many were cultural anthropologists and others.

Dan was sitting up here, talking a bit about debugging smart contracts.\textsuperscript{40} There's a reason we do not have good debugging software. In fact, there is a reason why it is essentially impossible to have software that debugs computer programs—it is called the halting problem. If you follow Godel's incompleteness theorems, then you know


\textsuperscript{37} See Michael Jackson, \textit{Most Conferences Are a Waste of Time, Money, and Effort}, \textsc{LinkedIn} (July 17, 2015), https://www.linkedin.com/pulse/most-conferences-waste-time-money-effort-the-other-michael-jackson.
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\textsuperscript{39} See Cleveland State Law Review Symposium: Blockchain Law & Technology, \textit{supra} note 2.

\textsuperscript{40} Id.; see also Kai Sedgwick, \textit{25\% of All Smart Contracts Contain Critical Bugs}, \textsc{Bitcoin News} (Aug. 29, 2018), https://news.bitcoin.com/25-of-all-smart-contracts-contain-critical-bugs/.
that you cannot ever be completely sure that a program is going to stop. That is the basic problem and that is what we have seen in many of these debacles with blockchain technology. The computer does not stop—it continues to cycle and siphon off a third of the Ether in the Dow before somebody is able to put a stop to it. Or, trading algorithms that go nuts and buy up half the market before some human can tell the dumb thing to stop. This is not a role that we need to perform as humans for now, rather, this is a role that we will always have. It is simply not possible for computers to catch the halting problem. Humans will always be a part of it. The technology cannot exist without us.

The major problem then, is that social technologists, psychologists, historians, linguists, and cultural anthropologists are not on the development teams that are building this stuff. Therefore, we keep making mistakes with the kinds of human communities we organize. We are doing a great job on the hard-technology, but we keep making mistakes with respect to the human communities that develop the technology.

The one set of social-technologists that have been permitted to be in the room from the beginning of the conversation are lawyers. Mostly because you cannot kick us out. We have our hands on the levers of power. We can threaten regulation that would get us a seat at the table. But here is the interesting thing: lawyers have approached blockchain from a defensive posture. That means that the only social-technologists who routinely get a seat at the table have not been using their skills as builders-of-social-technology. Let me be clear ladies and gentlemen, law is nothing other than social-technology run on a series of gray matter notes. It is simply behavioral rules, only observable to the degree that they actually bind (or do not bind) human behavior. For example, how do I know that there is a speed limit? Only if, and when, humans slow down. If humans do not slow down, then there are no consequences. There is not, functionally, a speed limit—such a thing does not exist. However, these social-technologists—lawyers—who do get a seat at the table, have largely used their power to try to regulate, channel, and fend this off.

We should not be using the social-technologist power to assist bringing in a new form of human arrangements. Rather, we should be using that power to make sure that this new form of human arrangements is targeted at human thriving, at making us better off as a species no matter what.


We cannot forget that blockchain development is a recursive and reflexive process. Humans get together using social technologies like PowerPoint, conferences, firms, and investment money to develop technology that changes the rules for all the organizational relationships that you create. What this is going to do in the end is change our groups if we do this right. And what that means is that it is going to change us. It is going to change how we interact with each other, how we trust each other, how we make money, how we talk to each other, how we go to work, how we organize, and how we prove that something is true. That is not going to just be a difference in how we do things—it's going to be a difference in who we are. We are social animals, and this is a social-technology. There is every reason, therefore, for us to be as careful about this as we possibly can.

As a final point, I saved my reason for why diversity is absolutely critical to the development of blockchain technology. At the very end of this all, we are provided a clear reason for the calls for radical inclusion in the blockchain space. We are going to have to test the physical components of this technology across a range of social relationships and social contexts. One community, the Ethereum community, saved their block chain. There are lots of other communities that are dedicated to defrauding as many people as they can get their hands on.

We are going to have to test this tech in sub-Saharan Africa, where it has one set of odds of affordances and needs. We are going to have to test it in China, where I think it might be a plausible alternative to the most terrifying thing I have ever heard of—the Chinese Social Credit Score system. If you haven't read of that, a "good citizenship score" is now being rolled out in China. When you, for example, disagree with the judge, your caller ID on your phone will now identify you to people that you call as a non-cooperative person with that state.

As a behavioral economist, I can tell you that game theory does not always translate across culture. The reason is rooted in the belief that we do not think that a person would compromise one of these chains within the block because it would be against their best interests. This relies on a cultural understanding of what your best interests are. Do not think that this social technology is going to run the same on
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different routers. We are going to have to test it on a range of human experiences, or we will not debug it, because that is ultimately our role. Our role will be to debug the technology that helps us organize ourselves to build.